Yea"nk Access Point (AP) Deployment Guide

Access Point (AP) Deployment Guide

Introduction

AX83H is an enterprise portable Wi-Fi IP color screen phone that caters to the communication needs of mobile
offices. It finds extensive applications in small and medium-sized enterprises, offices, warehouses, supermarkets,
hotels, and other mobile office scenarios. Featuring a built-in Bluetooth 5.0 module and a dual-band 2.4G/5G Wi-Fi 6
module, coupled with advanced seamless roaming technology, it enables you to keep pace with the ever-evolving
trends in the wireless era and stay ahead of the game.

With the continuous expansion of Wi-Fi network coverage, wireless access points (AP) are now widely employed in
small and medium-sized enterprises, multi-story offices, commercial establishments, and branch offices to provide
seamless Wi-Fi access and mobile solutions. This guide offers comprehensive insights and step-by-step instructions

for deploying an Access Point (AP) environment.

Access Point Feature Requirements

Embedded Wireless Controller

Wi-Fi roaming Protocol Suport 802.11k, 802.11v, 802.11r

Wi-Fi Protocol Support 802.11ac, 802.11ax, 802.11n

Interfaces: At least 1x 10/100/1000 Base-T (Ethernet) Uplink Interface, support POE
Radio Support:2.4GHz,5GHz

LA A

Recommended AP List

The following table lists the APs that have been tested by Yealink and have good compatibility with AX83H for

reference.

Cisco Wireless Access Points

Cisco Catalyst 9105i Access Cisco Catalyst 9115 Access

Feature . .
Point Point

Embedded Wireless Controller J J
Wi-Fi roaming support 802.11k,

g supp Va Va
802.11v,802.11r
Wi-Fi Protocol Support 802.11ac, 802.11ax,

PP e e

802.11n

Interfaces: At least 1 * 10/100/1000 Base-T
(Ethernet) va J
Uplink Interface, support POE
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Radio Support: 2.4GHz, 5GHz va va

@ TIP
AC Controller: Not required (one AC can be reused)

HPE (Aruba) Wireless Access Points

Feature 503 Series 610 Series

Embedded Wireless Controller

Wi-Fi roaming support 802.11k, 802.11v, 802.11r

Wi-Fi Protocol Support 802.11ac, 802.11ax, 802.11n

Interfaces: At least 1 * 10/100/1000 Base-T (Ethernet)
Uplink Interface, support POE

S I A
S1os s s ] X

Radio Support: 2.4GHz, 5GHz

v TIP
AC Controller: HPE Aruba Networking 7005 (it is recommended that at least 2 AP management licenses be
configured).

Rucks Wireless Access Points

Feature R350 H350
Embedded Wireless Controller X X
Wi-Fi roaming support 802.11k, 802.11v, 802.11r va va
Wi-Fi Protocol Support 802.11ac, 802.11ax, 802.11n va va
Interfaces: At least 1 * 10/100/1000 Base-T (Ethernet) e e
Uplink Interface, support POE
Radio Support: 2.4GHz, 5GHz a a

w TIP

AC Controller: SmartZone 100 (it is recommended that at least 2 AP management licenses be configured).

Deployment Guidance

AP Deployment Requirements

When deploying a Wi-Fi network with multiple APs for AX83H roaming, follow these guidelines:
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1. Make sure the AP is properly powered on and connected to your network.

2. Connect your PC to the same network as the AP. This PC is used to configure the AP and other necessary
devices through the Web GUI.

3. Access the AP using the PC's Web GUI. Configure the AP for settings.
4. Setthe same SSID for all APs. SSID is case-sensitive.
5. Make sure the IP addresses assigned to the APs belong to the same network segment and the same VLAN.

Conventional Obstacle Penetration Loss Comparison Table

Certain building structures and obstacles can directly interfere with or attenuate AP signals. The signal attenuation
after penetrating different obstacles can be found in the following table:

Classic Obstacle Thickness (mm) 2.4G Signal Attenuation (dB) 5G Signal Attenuation (dB)
Regular Brick Wall 120 10 20
Thickened Brick Wall 240 15 25
Concrete 254 25 30
Asbestos 8 3 4
Foam Board 8 3 4
Hollow Wood 20 2 3
Regular Wooden Door 40 3 4
Solid Wood Door 40 10 15
Regular Glass 8 4 7
Thickened Glass 12 8 10
Bulletproof Glass 30 25 35
Load-bearing Column 500 25 30
Roller Shutter Door 10 15 20
Steel Plate 80 30 35
Elevator 80 30 35

Recommended Overlap Range for AP Signal Coverage

During the deployment phase, it is essential to carefully consider the cell edge coverage for each access point (AP).
It is recommended to design the cell edge of each AP with a signal strength of -67dBm to ensure optimal
performance. Moreover, it is advised to maintain a 20% - 30% overlap between adjacent APs at this signal level.
Failure to meet these requirements may lead to potential packet loss or blind areas at the cell edge, hindering the
seamless switchover process for AX83H devices. To ensure uninterrupted roaming capabilities, it is highly
recommended that AX83H devices consistently receive an RSSI of -67dBm or higher from the associated access
point.
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AP Placement

The placement of APs is crucial in the construction of wireless networks. Through a well-designed AP layout, signal

interference can be avoided, signal attenuation can be minimized, and better network performance and user

experience can be achieved.

Improper placement of APs: Signals pass through multiple walls

e

®"

Reasonable placement of APs: Signals pass through a single wall

® IMPORTANT

1. Minimize the number of obstacles that the signal passes through.

2. Ensure that the AP is facing the target coverage area and is placed away from interference sources.

3. Forscenarios that require a PoE power supply, the distance between the AP placement location and the
weak current room (PoE power supply end) must be considered. The distance is recommended to be less

than 100 m

Important WI-FI Parameters on APs

eters.

There are several crucial parameters in Wi-Fi configuration for APs. Proper configuration of these parameters will

enhance the roaming performance of AX83H.

Parameter Description

Beacon The beacon interval defines the frequency at which the AP sends 802.11 beacon management

Interval frames. The default value is typically set to 100ms. It is recommended to keep the default value
on the AP.
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This is the Delivery Traffic Indication Message (DTIM) period within the beacon.

DTIM @ TIP
It is recommended to set it to 2.

In unicast mode, the controller unicasts each multicast data packet to every associated access
point. In multicast mode, the controller sends multicast data packets to the CAPWAP multicast
group. This method reduces the overhead on the controller's processor and offloads the packet
replication work to your network. It is recommended that unicast mode be used to ensure call
quality.

Unicast
Mode and
Multicast
Mode

WMM is a wireless QoS protocol and a subset of the 802.11e protocol used to ensure high-
priority packets are sent first, thus guaranteeing quality of service for applications such as voice
and video.

¥ TIP

- QoS for SIP Layer 3

WMM (Wi-Fi Defines the QoS parameters for Layer 3 packets of SIP messages in decimal format. This
Multimedia) value is used for IP precedence, Diff-Serv, or MPLS. The default setting is 26, equivalent to
the DSCP name constant CS6.

- QoS for Audio Layer 3

Defines the QoS parameters for Layer 3 packets of RTP messages in decimal format. This
value is used for IP precedence, Diff-Serv, or MPLS. The default setting is 46, equivalent to
the DSCP name constant CS6.

Dual-band operation with band steering detects clients capable of operating at 5 GHz frequency
and guides them to that frequency, making the more congested 2.4 GHz band available for
Band traditional clients. This helps improve the end-user experience by reducing channel utilization,
Steering especially in high-density environments. It is recommended to enable band steering on the AP,
which means that by default, the 5 GHz band should be used (if the 5 GHz signal is weak, users
can switch to 2.4 GHz).

For the above important parameters, the following sections provide configuration methods for different vendor APs

for reference.

Cisco Embedded Wireless Controller

v TIP
If you need more detailed information, you can visit the Cisco Support website.

1. Login to the web user interface.


https://www.cisco.com/c/en/us/support/all-products.html
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2. Switch the configuration mode to the Expert mode.

Preferences

Default Landing Page &

Default number of table
entries @

Track Logged In User @
Dashboard Session Timeout @
Guided Assistance

Dark Mode

Show Event Banners

Current Configuration Mode

Survey Participation @

@
ECCTN |
enaeED i)

3. Add new WLAN. Go to Configuration > Tags & Profiles > Wlans > Add.

‘L'i';élc:‘ Cisco Embedded Wireless Contraller on Catalyst Access Points
1795

Walk Me Thraugh >

Configuration™ > Tags & Profiles™ > WLANs I

Selected WLANSs : 0

0O  swews y Name

[m] [+] Cicso-5G
(m] [+] Cicso-2.4G
1 0 v

L A |
-

Welcome admin

A € A G M e s Q & Fecdvack] 2 @

Y sso Y Security Y
Cicsa-5G [WPAZJIFT + PSKIAES][FT Enabled]
Cics0-2.4G [WPAZIIFT + PSKIIAESLIFT Enabled]
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Edit WLAN x

General Security Advanced

Profile Name* ‘ Cicso-2.4G
SSID* ‘ Cicso-2.4G
WLAN ID* ‘ 2

Status ENABLED .
Broadcast SSID enastep [

A Changing WLAN parameters while it is enabled will result in loss of connectivity for clients connected to it

Add To Policy Tags

A Please add the WLANS to Policy Tags for them to broadcast.

Radio Policy ®
show slot conhguration
5 GHz
2.4 GHz
802.11b/g | 802.11bjg v
Palicy

|_ Update & Apply to Device
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4. Set the authentication method and fast roaming 802.11r.

Edit WLAN x

General Security Advanced Add To Policy Tags -

Layer2 Layer3 AAA

® WPA + WPA2 O WPA2 + WPA3 OWPA3 O Static WEP O None
MAG Filtering (]
WPA Parameters Fast Transition
WPA O WPA2 Status | Enabled v |
Policy Policy - i
GTK O OSEN O Over the DS 0
Randomize Policy
Reassociation Timeout ™ ‘ 20 ‘

WPAZ2 Encryption

AES(CCMP128) cemprzss O
GCMP128 (] gempzss O Auth Key Mgmt
802.1x O PSK a
Protected Management Frame CCKM A O rr+e021x O
FT + PSK 802.1x- O
i | [ =
PMF | Disabled v SHAZ256
' ' psk-sHA2s6 OJ
PSK Format | ASCII - |
PSK Type | Unencrypted v |
Pre-Shared Key®
MPSK Configuration
Enable MPSK (]

[=] Update & Apply to Device
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5. Set the fast roaming 802.11k, 802.11v, and Wi-Fi 6.

Edit WLAN x

Per AP Per WLAN

Per AP Radio Per WLAN

il

I11vBSSTransitinnSuwoﬂ I 802.11v

BSS Transition
Dual Neighbor List D
BSS Max Idle Service
BSS Max Idle Protected O
Directed Multicast Service

Configuration of '11v BSS Disassociation Imminent' is
supported from Command Line Interface (CLI) only

i

Enable 11ax @
Downlink OFDMA
Uplink OFDMA
Downlink MU-MIMO
Uplink MU-MIMO
BSS Target Wake Up Time D

Assisted Roaming (11k) 802.11k
Prediction Optimization D
Meighbor List
Dual Band Neighbor List (]
DTIM Period (in beacon intervals)
5 GHz Band (1-255) ‘ 1 ‘
2.4 GHz Band (1-255) ‘ 1 ‘
Device Analytics
Advertise Support
Advertise PC Analytics
Support @
Share Data with Client D
11k Beacon Radio Measurement
Client Scan Report
On Association D
On Roam D
-

[=] Update & Apply to Device
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6. After saving and submitting, edit and assign the policy profile again.
Edit WLAN

General Security Advanced Fdd To Policy Tags I

O Policy Tag

Y‘

Y Policy Profile

A Changing WLAN parameters while it is enabled will result in loss of connectivity for clients connected to it.

Palicy Tag

| default-policy-tag

v |8

0 | 10.]

Policy Profile | default-policy-profil + |

Aruba

v TIP
If you need more detailed information, you can visit the Aruba Support website.

1. Login to the web user interface.

2. Go to Dashboard > Configuration > WLANs > + to add a new WLAN.

10

[zl Update & Apply to Device
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MOBILITY CONTROLLER ACCESS POINTS. CLIENTS ALERTS
QrubQ  Arubaze0s 50.Ap 7€ oo I . X ) - ® | admin v
€ Mobility Controller > Aruba7005_5D_AD_7E @
& S Dashboard WLANS 3
=/l Gervi ey NAME (SSID) - AP GROUP KEY MANAGEMENT INFORMATION |
& Aruba7005_5D_AD_7E aruba-2.4g default test WeA2-Personal -
Roles & Policies aruba-5g default, test WPA-Personal -
Access Points test defaulc WeAZ-Personal -
AP Groups
Authentication
Services
Interfaces
System
Tasks
Redundancy
loT
Diagnostics

Maintenance

New WLAN

General VLANs Security Access

Name (51D}
Primary usage: ) Guest

Broadcast on:

Forwarding mode:

11



Yea"nk Access Point (AP) Deployment Guide

New WLAN

General VLANs Security Access

I VLAN: 1 ~ Io

Show VLAN details

New WLAN
General VLANs Security Access
More Key management: WpA-Personal v
Secure
Passphrase
Enterprise Retype:
MAC Disabled
| personal I_ Denylisting: O
Open
Less
Secure

12
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New WLAN
General VLANs Security Access
Default role: logon
MOBILITY CONTROLLER ACCESS POINTS CLIENTS ALERTS ® | admin v
QrUbQ Aruba7005_5D_AD_7E o2 0 =q N R N
& Mobility Controller > Aruba7005_5D_AD_7E Pending Changes ()
E‘K @ Dashboard WLANS 4
= DBl Gl Configuration NAME (5SID) AP GROUP KEY MANAGEMENT INFORMATION ]
S Aruba7005 50 AD 7E | WLANS aruba-2.4g Gefault, test WeA2-personal - =
=== == _
Roles & Policies aruba-2 ag-kvr default, test WeA-Personal - I !
Access Points aruba-sg defaul, test WeA-personal -
test default WPAD-Personal - -
AP Groups
+

Authentication
Services
Interfaces
System

Tasks
Redundancy

loT

Diagnostics

Maintenance

Aruba7003, 8.11.1.2 S5R

aruba-2.4g General

Name (ssid):
Primary usage:

Broadcast on:

Forwarding mode:

VLANs  Security  Access

arub

48
Employee Guest

All AP v

Bridge v

13
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3. 5G cannot be turned off individually, but 2.4G can be enabled individually when Allowed band is setto aorg.

WLANS 4 =
NAME (SSID) AP GROUP KEY MANAGEMENT INFORMATION @
aruba-2.4g dafault, test WPA2-Parsonal - =

| aruba-2.4g-kvr default, test WPA-Personal -
aruba-5g default, test WPA-Personal -
test default WPA2-Personal - v
aruba-2.dg-kvr General  VLANs  Security  Access Profiles

Profiles for WLAN aruba-2.4g-kvr Virtual AP profile: aruba-2.4g-kvr I
© (B Wireless LAN 5 General
= virtual AP
SR o RF
O G aruba: kvr
© B 20211k Aiowes oo
= g
® 5 A Allowed 5G radio: 2 | v
B Anyspot Allow 6GHz band:
® [T Hotspot 2.0 Disable 6GHz vap for mesh:
® [F ssip Band Steering: O
= WMM Traffic management M Steering Mode: prefer-Sghz v
> Advanced
> Broadcast/Multicast

WLANS 4 .

NAME (SSID) - AP GROUP KEY MANAGEMENT INFORMATION B

aruba-2.4g default, test WPA2-Personal

I aruba-2.4g-kvr default, test WPA2-Personal

aruba-sg defaul, test WPA-Fersonal
test default WPA2-Personal
+
aruba-2.4g-kvr General  VLANs  Security  Access Profiles.
Profiles for WLAN aruba-2.4g-kvr 802.11k Profile: default
O 1T wireess LAN N

© [ virtualap 802,11k Profile: default v | 4

Turn on/off the 802.11k.

O [ aruba-24gkur

O G 80211k
Forcefully disassociate on-hook voice lients:

© G A .

I Advertise 802.11k Capability:

& Anyspot Measurement Mode for Beacon Reports: beacon-table v
5 Anyspot

® [ Hotspot 2.0 Channel for Beacon Requests in 5GHz band: 6
@ [ ssip

Channel for Beacon Requests in 2.4GHz band:

5 WMM Traffic management = Channel for AP Channel Reports in 5GHz band: 6
Channel for AP Channel Reports in 2.4GHz band:

Channel for AP Channel Reports in 6GHz band:

e

14
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4. Setthe 802.11R fast roaming feature profile.

MOBILITY CONTROLLER

Maintenance 5 ANQP Roaming Consortium

ACCESS POINTS CLIENTS ALERTS o
QrUbQ Aruba7005_5D_AD_7E o2 - P ! . " ® | admin
€ Mobility Controller > Aruba7005_5D_AD_7E Pending Changes ()
] Q
= Dashboard General Admin AirWave CPSec Certificates SNMP Logging llowlist More
= Mobility Controller Configuration
=) TR N2 WLANs Al Profiles 802.11r Profile: default
" ® (5 ucc
Roles & Policies Advertise 802.11r Capability:
.
Access Points 802.11r Mobility Domain ID:
® [ 80211k
AP Groups a2 1181 ey o
Authentication
Services
® [§ 802.1X Authentication
Interfaces
® 5 asa
® [G ANQP 3GPP Cellular Network l
Tasks
® [5 ANQP Domain Name
Redundancy
® [3 ANQP IP Address Availability
loT
® [5 ANQP NAIRealm
Diagnostics ® [ ANQP Network Authentication
®
®

[5 ANQP Venue Name

»
)

Advertisement

Aruba700s, 811,255k

5. In SSID, select Apply 802.11r Profile.

MOBILITY CONTROLLER

ACCESS POINTS
QrubQ  Arubazoos 50.Ap 7 @2
& Mobility Controller > Aruba7005_5D_AD_7E
& Q
® - Dashboard General  Admin  AirWave  CPSec
£ Mobility Controller Configuration
© Aruba7005_5D_AD_7E WLANS All Profiles

Roles & Policies ® [B MAC Authentication

Access Points @ [B Management Authentication

AP Groups @ [5 RADIUS Modifier
Authentication @ 3 RrADIUS server
Services @ [3 RFC3576 Server
Interfaces ® B reMEE

CLIENTS ALERTS ®

admin v

Pending Changes (@]

Certificates SNMP Logging Allowlist More

802.11r Profile: default

802.11r Profilel default

Advertise 802.11r Capability:

802.11r Mobility Domain 1D

‘ 3600

802.11rR1 Key Duration:

Tasks
Redundancy TR
loT (5 EDCA Parameters (AP)
[5 EDCA Parameters (Station)
Diagnostics

(5 High-efficiency SSID
Maintenance
5 High-throughput SSID

@ [B aruba-2.4g ssid_prof

Aruba7005, 811.1.2 SR

15
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6. Save.

MOBILITY CONTROLLER

ACCESS POINTS CLIENTS ALERTS
Aruba7005 5D AD_7E
Mobility Controller > Aruba7005_5D AD_7E Pending Changes Pending Changes JC)
Db ) wiist  More
Mobility Controller Pending Changes for 1 Group
WLANS (® Mobility Controller > Aruba7005_SD_AD_7E

Roles & Policies

R =3 “orpoycharae |

AP Groups © 5 RADIUS Miodifier 1r Capability
NSttt @B
Authentication ® 06 bilty Domain ID:
Services ® 0GR
802.11r R1 Key Duration: 3600

Interfaces ® (5 RRMIE

© [5 ssip
Tasks @ [5 aruba-2.4g-kvr_ssid_.
Redundancy
loT

Diagnostics

Maintenance

Ruckus

v TIP

If you need more detailed information, you can visit the Ruckus Support website.

(® NOTE
802.11v is enabled by default and cannot be configured in the GUI or the CLI.

1. Login to the web user interface.
@ & ZonsDleona Lagin w4+

“ e 0 G o g/ 1052 1006/ s

COMMSCIPE
RUCKUS

16
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2. Add a new WLAN. We will add a 2.44GHZ WLAN as an example.

® NOTE

Default

WG | 249

The WLAN group Default is used for dual-band WLAN.

The WLAN group 2.4g is used for 2.4GHZ WLAN.
The WLAN group 5g is used for 5GHZ WLAN.

Teuckus™ D n

ot ek O ,y_.—:.. [7]
RN
+ £ 0O x a8l o
it . —

O I e
1550 =R =3 Lo i wE WLAN R
Ftes. gRoREE -
2 EE =R Waan
Group General information o
= =
an Coedaust WA For Accens P
vian BE anm
WLAN Group APHIREE -
a
WAL L =4 L] L3 =i L]
1o e
-
FRiE WLAN b
-
AR > L
+ # £ b
i o L)
L
WLAN SR .
T HHUMTER astrestans
BN ROaE ST, |
O BRI
) Motapon 20
O Aetoaaman,
1]
B AR ¥ =
!':\Iﬂl.luEM‘ ) MAC I ) BO20N EAR « AC M
(Lo B YT T p—————— e 5 x
[@ | 802 11RepismasTmsiE
wer GivREE ([) AANRE Trves Serinil
B ERITRN xR AR P TERAE AL,
o DREESE | Locd Dnstaas - & S
Teea T Actvaison ™ ] R ool Actutcn
-
s REEES B EDaAT A LSRRI,

17
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FhiE WLAN 4

hnEEE IR -
Bk @ WPAZ (O WPA3 () WPAZWPAI-Mixed () OWE () WPA-Mixed () None

Wik (@ AES () Hill (TKIP+AES)

B 12345678

0211w MFP: (@ B8E O TR O BN

et e g

EEMAAEE [ wiEEmnAP MR P REEHrah,
| TEHEFOAPSE L MR R PR A A,

AEREES | + | £

(ARIRAELHSENSEOER)

WLAN G @& OE

L3140P HshE +/
B Fv|+ s RSk |Defout v | + 2

[ ERETRemhR S
mEEEE LB - AL CEEETALANESweS
RSN [ SMERR3EY

URLiZE [ BAURLIZHE v

18
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2fi¢ WLAN X
s02.11d: [ EHF 02 1d(RAEFF2AGHE o

DHCP option 82: ] IEF DHCP Option 82

Force DHCP: ] @8 Force DHCP, WIFE E, MREFERAHSENMPELE 10 BE
OTIM Wl 4 (1-255)EN BE0TIMAOGR RS
BEMCBC EIE - (0-128FES HAPFAIERA T HEEIES R e 0 R Pasi i

Eraattt [ EEEAENE RS
BREEQRS: ) EREAERGR

OFDM Only:  [] &8 OFDM Only

Mgmt Tx Rate: | 2.00mbps v | (5 Gz F28 COM AR (1. 2, 5.5. 11 Mbps))

BEHEE @ Awayson () Always off () Specific
Auto-Proxy:  [] EREsHTERS
EWEN: ERTHEE, SEEBRaE: s FHvE iR
EEBEEE B 802.11k WPIEEIRS | 802.11 Kmﬁ;ﬁjﬁmﬁgﬁlﬁ

EFRERAE [ SECRBEREENsysogBSR
[ oA Hsysiog e T EECRERE Fed N S R TE, )

FHECRER [ BRREEORER

Owirie: @8R8 WI Flﬁl;tlﬁ'éiﬁIﬁ
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3. Add the newly created WLAN ruckus 2.4g to the WLAN group 2.4g.
”R_U‘CKI_JS'

Growp Settings

WLAM

4358 WLAN 48

Mame: 240

Group Settings

WLAN

ruckus-2.49

B8 VLAN

20

=T L]
R VLAN ViAN @R
VLAN S5
@ W% O e

-
o L]
L
a 2 @
L] e VLA e
FEos MOAR n
-
-
a

Fldi-1, SRR n
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4. Access Point Configuration.

H‘nqcxus‘

o0 A -

e a2

A 24 GHy 1234847
TR 5.0 GHER 34,84 44 4852

M 5.0 o 6, 83,00 48 92 55 6084 103

21
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5. The current configuration is that the WLAN group 2.4g uses 2.4GHZ, and the WLAN group 5g uses 5GHZ. If you

need WLAN to support dual-band, set the WLAN group in the Radio settings to Default. The WLAN in the
**Default **group can use dual-band transmission signals.

=
RIBAPH X
& System Default
iR Syslem default group for Access Points
{EiEmie s M
AEWm24acHz 1 B2 B M4 M5 @5 @7 @8 M |0 | gz g3
TEMS0GHIRM: [36 M40 [ae4 M4s M52 56 MI60 o4 [@G149 [153 157 [G161
TiemsocHEd: [I36 (40 Mas (G4 sz [se Moo [Mes a9 @153 E1s7 M6
Radioi& i oM 2.4 GHz e 5.0 GHz h
(e = B~
mil [ s s
=34 B3l v
mEmE (EH v a# v
‘wmg (249 ] | e
WA | %0 v EZ v
WLAN BB#S: 'E}ﬁv‘ [EEV|
Pt | RTSICTS v
FARSIG v
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