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IntroductionIntroduction
AX83H is an enterprise portable Wi-Fi IP color screen phone that caters to the communication needs of mobile
offices. It finds extensive applications in small and medium-sized enterprises, offices, warehouses, supermarkets,
hotels, and other mobile office scenarios. Featuring a built-in Bluetooth 5.0 module and a dual-band 2.4G/5G Wi-Fi 6
module, coupled with advanced seamless roaming technology, it enables you to keep pace with the ever-evolving
trends in the wireless era and stay ahead of the game.
With the continuous expansion of Wi-Fi network coverage, wireless access points (AP) are now widely employed in
small and medium-sized enterprises, multi-story offices, commercial establishments, and branch offices to provide
seamless Wi-Fi access and mobile solutions. This guide offers comprehensive insights and step-by-step instructions
for deploying an Access Point (AP) environment.

Access Point Feature RequirementsAccess Point Feature Requirements
1. Embedded Wireless Controller
2. Wi-Fi roaming Protocol Suport 802.11k, 802.11v, 802.11r
3. Wi-Fi Protocol Support 802.11ac, 802.11ax, 802.11n
4. Interfaces: At least 1x 10/100/1000 Base-T (Ethernet) Uplink Interface, support POE
5. Radio Support:2.4GHz,5GHz

Recommended AP ListRecommended AP List
The following table lists the APs that have been tested by Yealink and have good compatibility with AX83H for
reference.

Cisco Wireless Access PointsCisco Wireless Access Points

FeatureFeature Cisco Catalyst Cisco Catalyst 9105i Access9105i Access
PointPoint

Cisco Catalyst Cisco Catalyst 9115 Access9115 Access
PointPoint

Embedded Wireless Controller √ √
Wi-Fi roaming support 802.11k,
802.11v,802.11r √ √

Wi-Fi Protocol Support 802.11ac, 802.11ax,
802.11n √ √

Interfaces: At least 1 * 10/100/1000 Base-T
(Ethernet) 
Uplink Interface, support POE

√ √
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Radio Support: 2.4GHz, 5GHz √ √

HPE (Aruba) Wireless Access PointsHPE (Aruba) Wireless Access Points

FeatureFeature 503 Series503 Series 610 Series610 Series
Embedded Wireless Controller × ×
Wi-Fi roaming support 802.11k, 802.11v, 802.11r √ √
Wi-Fi Protocol Support 802.11ac, 802.11ax, 802.11n √ √
Interfaces: At least 1 * 10/100/1000 Base-T (Ethernet) 
Uplink Interface, support POE √ √

Radio Support: 2.4GHz, 5GHz √ √

Rucks Wireless Access PointsRucks Wireless Access Points

FeatureFeature R350R350 H350H350
Embedded Wireless Controller × ×
Wi-Fi roaming support 802.11k, 802.11v, 802.11r √ √
Wi-Fi Protocol Support 802.11ac, 802.11ax, 802.11n √ √
Interfaces: At least 1 * 10/100/1000 Base-T (Ethernet) 
Uplink Interface, support POE √ √

Radio Support: 2.4GHz, 5GHz √ √

Deployment GuidanceDeployment Guidance

AP Deployment RequirementsAP Deployment Requirements
When deploying a Wi-Fi network with multiple APs for AX83H roaming, follow these guidelines:

 TIPTIP
AC Controller: Not required (one AC can be reused)

 TIPTIP
AC Controller: HPE Aruba Networking 7005 (it is recommended that at least 2 AP management licenses be
configured).

 TIPTIP
AC Controller: SmartZone 100 (it is recommended that at least 2 AP management licenses be configured).
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1. Make sure the AP is properly powered on and connected to your network.
2. Connect your PC to the same network as the AP. This PC is used to configure the AP and other necessary

devices through the Web GUI.
3. Access the AP using the PC's Web GUI. Configure the AP for settings.
4. Set the same SSID for all APs. SSID is case-sensitive.
5. Make sure the IP addresses assigned to the APs belong to the same network segment and the same VLAN.

Conventional Obstacle Penetration Loss Comparison TableConventional Obstacle Penetration Loss Comparison Table
Certain building structures and obstacles can directly interfere with or attenuate AP signals. The signal attenuation
after penetrating different obstacles can be found in the following table:

Classic ObstacleClassic Obstacle Thickness (mm)Thickness (mm) 2.4G Signal Attenuation (dB)2.4G Signal Attenuation (dB) 5G Signal Attenuation (dB)5G Signal Attenuation (dB)
Regular Brick Wall 120 10 20
Thickened Brick Wall 240 15 25
Concrete 254 25 30
Asbestos 8 3 4
Foam Board 8 3 4
Hollow Wood 20 2 3
Regular Wooden Door 40 3 4
Solid Wood Door 40 10 15
Regular Glass 8 4 7
Thickened Glass 12 8 10
Bulletproof Glass 30 25 35
Load-bearing Column 500 25 30
Roller Shutter Door 10 15 20
Steel Plate 80 30 35
Elevator 80 30 35

Recommended Overlap Range for AP Signal CoverageRecommended Overlap Range for AP Signal Coverage
During the deployment phase, it is essential to carefully consider the cell edge coverage for each access point (AP).
It is recommended to design the cell edge of each AP with a signal strength of -67dBm to ensure optimal
performance. Moreover, it is advised to maintain a 20% - 30% overlap between adjacent APs at this signal level.
Failure to meet these requirements may lead to potential packet loss or blind areas at the cell edge, hindering the
seamless switchover process for AX83H devices. To ensure uninterrupted roaming capabilities, it is highly
recommended that AX83H devices consistently receive an RSSI of -67dBm or higher from the associated access
point.
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AP PlacementAP Placement
The placement of APs is crucial in the construction of wireless networks. Through a well-designed AP layout, signal
interference can be avoided, signal attenuation can be minimized, and better network performance and user
experience can be achieved.
Improper placement of APs: Signals pass through multiple wallsImproper placement of APs: Signals pass through multiple walls

Reasonable placement of APs: Signals pass through a single wallReasonable placement of APs: Signals pass through a single wall

Important WI-FI Parameters on APsImportant WI-FI Parameters on APs
There are several crucial parameters in Wi-Fi configuration for APs. Proper configuration of these parameters will
enhance the roaming performance of AX83H.

ParameterParameter DescriptionDescription

Beacon
Interval

The beacon interval defines the frequency at which the AP sends 802.11 beacon management
frames. The default value is typically set to 100ms. It is recommended to keep the default value
on the AP.

 IMPORTANTIMPORTANT
1. Minimize the number of obstacles that the signal passes through.
2. Ensure that the AP is facing the target coverage area and is placed away from interference sources.
3. For scenarios that require a PoE power supply, the distance between the AP placement location and the

weak current room (PoE power supply end) must be considered. The distance is recommended to be less
than 100 meters.
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DTIM

This is the Delivery Traffic Indication Message (DTIM) period within the beacon.

Unicast
Mode and
Multicast
Mode

In unicast mode, the controller unicasts each multicast data packet to every associated access
point. In multicast mode, the controller sends multicast data packets to the CAPWAP multicast
group. This method reduces the overhead on the controller's processor and offloads the packet
replication work to your network. It is recommended that unicast mode be used to ensure call
quality.

WMM (Wi-Fi
Multimedia)

WMM is a wireless QoS protocol and a subset of the 802.11e protocol used to ensure high-
priority packets are sent first, thus guaranteeing quality of service for applications such as voice
and video.

Band
Steering

Dual-band operation with band steering detects clients capable of operating at 5 GHz frequency
and guides them to that frequency, making the more congested 2.4 GHz band available for
traditional clients. This helps improve the end-user experience by reducing channel utilization,
especially in high-density environments. It is recommended to enable band steering on the AP,
which means that by default, the 5 GHz band should be used (if the 5 GHz signal is weak, users
can switch to 2.4 GHz).

For the above important parameters, the following sections provide configuration methods for different vendor APs
for reference.

Cisco Embedded Wireless ControllerCisco Embedded Wireless Controller

1. Log in to the web user interface.

 TIPTIP
It is recommended to set it to 2.

 TIPTIP

• QoS for SIP Layer 3QoS for SIP Layer 3
Defines the QoS parameters for Layer 3 packets of SIP messages in decimal format. This
value is used for IP precedence, Diff-Serv, or MPLS. The default setting is 26, equivalent to
the DSCP name constant CS6.

• QoS for Audio Layer 3QoS for Audio Layer 3  
Defines the QoS parameters for Layer 3 packets of RTP messages in decimal format. This
value is used for IP precedence, Diff-Serv, or MPLS. The default setting is 46, equivalent to
the DSCP name constant CS6.

 TIPTIP
If you need more detailed information, you can visit the Cisco Support website.
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2. Switch the configuration mode to the ExpertExpert mode.

3. Add new WLAN. Go to ConfigurationConfiguration > Tags & ProfilesTags & Profiles  > WlansWlans > AddAdd.
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4. Set the authentication method and fast roaming 802.11r.
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5. Set the fast roaming 802.11k, 802.11v, and Wi-Fi 6.
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6. After saving and submitting, edit and assign the policy profile again.

ArubaAruba

1. Log in to the web user interface.
2. Go to DashboardDashboard > ConfigurationConfiguration > WLANsWLANs >  to add a new WLAN.

 TIPTIP
If you need more detailed information, you can visit the Aruba Support website.
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3. 5G cannot be turned off individually, but 2.4G can be enabled individually when Allowed bandAllowed band is set to aa or gg.
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4. Set the 802.11R fast roaming feature profile.

5. In SSIDSSID, select Apply 802.11r Profile.
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6. Save.

RuckusRuckus

1. Log in to the web user interface.

 TIPTIP
If you need more detailed information, you can visit the Ruckus Support website.

 NOTENOTE
802.11v is enabled by default and cannot be configured in the GUI or the CLI.
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2. Add a new WLAN. We will add a 2.44GHZ WLAN as an example.

 NOTENOTE

The WLAN group DefaultDefault is used for dual-band WLAN.
The WLAN group 2.4g2.4g is used for 2.4GHZ WLAN.
The WLAN group 5g5g is used for 5GHZ WLAN.

Access Point (AP) Deployment Guide

17



Access Point (AP) Deployment Guide

18



Access Point (AP) Deployment Guide

19



3. Add the newly created WLAN ruckus 2.4g to the WLAN group 2.4g.
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4. Access Point Configuration.
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5. The current configuration is that the WLAN group 2.4g2.4g uses 2.4GHZ, and the WLAN group 5g5g uses 5GHZ. If you
need WLAN to support dual-band, set the WLAN group in the Radio settings to DefaultDefault. The WLAN in the
**Default **group can use dual-band transmission signals.
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